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Josgeworienacs |\ por e T @
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NP ING: 5
(S514EV2A]
XDR 75vhTA4—LDERE | NDR SaaS XDR
nE Firebox.EDR.AuthPointi@ENSM  RyhD—IBEIHRIIMEERYND—T  SaaS7 FUDTHRIL-FlEEEZEN:  VRIRIFUVIHEE
ARVIERE L BEOERESHE TO—BICKU  BREBRNS Tav0%  ISUROARIKRZER TR EERBECTNA AR RUY—ER
75— SRR RAIL. AN WSS & £t BFRELRBUMRT U ZHIBIELT
(B) SR PRt & (1) PR R D B ENE PS—MORIERITER
VTS TV RUR—MERE:
ISO.NIST, CISAT&E
ThreatSync+ O
Total Access O O
ThrearSync+ SaaS ©) )
Total XDR O O O O
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750 RR—ZDLZEFRERAL (AuthPoint)

IS BH AN —TBICHL . ZRERFEICE) RAEBASZEN TEE T, AN ZRD [1—27—2Z]
E—4HTHBHAUhPOINIE. IDET 7 L XEBEART T 52 LI KV EREBEICEST. T poOsqy - AVSAY
RNTDT T REREFLET, « WindowsE 7 # > BN Z. T

e N . oo . e e SBINCLBHEBEARBD ATV T
v ISYRN—IACHBICBATE, - —A"DT v 1@ MEEXL—X R 4 E1] BB,

v AT—RTALHEFERL ISAT—R+ 27— 74 EREF &)t X U T &Rk HS5HRT I —3DSSO
v ISZAT—RDFHE IRAVNR T 1y TR ERIET 7 XX TEUICHIE < [dPFR—ILIZT 71 XL, OTR/ Ty
v VPNRITIRY—ERNDBELET 7L XD FTAE ¥ 2BRARI—KOLTADERAL

==Y ¢ BT BTET EHELTLBTAT
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AT PN/ UE—T e
ISAD—RRENER ENALDNAMIENE EHISURY—ERE ABRERLGEORBAN CREOI-—Y-RENIT-RIILD
SIS RPTUT—vavEE [—EOOTAVTFT FRAL. 1—F—%(C gl .
(«%?ﬁs&n 73‘510)§JSR§”U§LFJ’;6E/§{% ltZEJﬁaE)D e Eiﬂu * ' EREEICHNZ. 7y a @A § 5%
v QRI—R = S c —
PRSI BERBMY X2 7EIEHT
AuthPoint MFA 0 o o T ZXEERR,
Total Identity Security O ©) ) © PCOJAY - FTS5A4

« WindowsO 7 #4 > EBEEICHD A .
AuthPoint7 71 CQRI—K& X ¥+
CEBEEN FTFAOTHEER
FREREINAIRE,

O RS A | (Passport)

mmn O P L] | ¥ + A
EEHAD S k X OO

Passport E@] E ‘ SERTAL BISIRE REHELRKY R
R HEBDBILICHWT, VPNER T L T LTI T EMET
[S1tv3] I59RTTVr—va A>2—FybED1— BC&C(ATREIALS
e S VPN IRRAUh H—DRE. T1vPy O—IL) EHUAD DD,
SERI Authpoint  MFASA &R, A¥— 77 VERiE BEICBALSERD OTOVIERREICL.E T 75ELHSH
HISRE FireCloud — VPNEBGRED1——{R# (SASE) SEEERAL. TS NIV —(ChitN ABEERL. BEIL
HREVARTZ  EPDR TYRRA >/ MRS, AR CHAUERBUET, TREINBDERNE AR THIGLET,
DWebR)—%&#@AT
EE N

St T >/ Rk > b+ a1 )T o i AIERSY D 0O— R%ZBhLE (DNSwatchGO)
DNSLAJLT1—H—#%{3E
I —HISBHRIEA— LR T 1y o T AV EERRU T ZREZHRABEDHDIWeb Y A M DT I X %R A BRI BEMED HVET

ZDEIBEWebTAMITINI T HERELRTL T VEZ T O—RIEZIERD SV, —EH7O—-RLTLEIEPCAISHERL ., HEZ
ERERAVSE ) AEDPC/ Y —NHEDFEA B ICSNI) T BRIBEMEN HYET

DNSWatchGOIE N—RT 7 EAREETB100%7 TIRN=ZADY 12— 3> T ZHLIZBEBDHBWeb b a5E5EELI-DNSUY
IXNDINT Ty E R DML RELRAADERET DY I §B3ET. RIVTIT T DF T O—RERfLE T3 EN TEET,

[FHR]

« DNSLANILOOMHIHERER B A THV). BEDHZWebt 1M DERTE T Oy 7§ 570 BINTEX )T L1V —%igft

« Trui T HEX C2(CRO) EE,b 11— EEEIICIRFE

- 130F8FBIC R ABRIEREINAZT OV AT INCLY)  WebDERRAFEIBAD T Ve X F IR 237V TV R TR K
c WEBEJOYIUER T A DOEHESHA/-HIORPHICEF 1T BB i

s EERTEBANL 1) TR E R

« VPNARE

¥ Firebox7 774 7 > ZE FICDNSWatchGO Y 71 7 A 1F7E § 5154 . FireboxdDDNSWatch# e B 5L THEREL £ 97,
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el T >/ Rik1 > b2 T« KigDPCE TIREE (WatchGuard EPP/EDR/EPDR)

[BONS AN TEELFERICKT DREH. RH. L ARV R
HBHITICTORRA N (BAFFIBTIPCRENAINTNA XL E) GAZHEL TRBELBLISERATVET SO
BTG L ARMIEL THY BICIUNRA U ORRER R T DL BN &) I — BRI RASNIBE SEPPICBRE
R/ARRIC I DI 0 DIISETET LB HUET

WatchGuard EPP

RERRIBHEE T

WatchGuard EDR

(TURIRAVMRET SV T4 —
B4 DIFRICHIFDERHDB B Z R B T DT ET &

WatchGuard EPDR

(TVRIRA > MRFE /1850 / VARV R)
EPPEEDRDEBEICINZ T,/ \wFEE, TILEES{L. SHEEL
R—FT oV 0V—=)bEVofetFaUT A TERDA TVavE
Ja—)LBRIBIT D ENTEET,

WatchGuard Advanced EPDR

L)

il

(IYRIRA Y MMEA/ UARVX) (BEBIVRRA VMRE/ARA/ VARV R)
RBRTDHEZFREVTETCDIRDEE ZIEEL R EPDREHOEHAED M, BRAUL TVRRA VDO TOP 7T 1« TIERAL BKRO

BEIOHER. REDFHE. HURADHICKD, TREEDILKR  —RNEXILDI 7 ZERUEVBRZHR R I DREZRA CLE T BEKIOA
ZHEER T RAZFHELCR NINRZETOMKISER A RUNSTIXPYara)L—)LEBIEMEDHDI0CH—TTEE. 8EEEFaU

U BIRECERDAEVERELE T,

CwEV)

TFaUs« ITERD
ATVavEI2—
Patch Management(izssisEe:
DRAT LTI D) WFODER)
BHINTVWEWI TUT—23>d)\y
FERAL. RFONYvFZBERALULET,
Windows., Mac. Linux(C&iL. VY IhD 77
() PBElEIE Zw 7N tulikas=S I

Full Encryption(@IL74 2 o8ES1E:
BES{tCLdT—5FE)

Windows. MaczERRIC. T4 AT DIES{EE
E51t. BEF—DERE, URMOLUR—~r—
TTEEUET,

Advanced Reporting tool
(EZFUVIEEANERRBAET T—N)
TURRA VRRRICKOTNELEOYTHR
MERZREFL. BEEMITEF T tFaUT 1A
VTFUI TV AZBERIICER L. MBI B E
PEBEEEERECETDY—ILZRHETD
CETEYRT LAPRYND—ODWEBDER
AERAL T 1T HEEFEDUE D,

TARUY— A VYT UAORA HUAD AEE T BDIcHDUE—ITF I ERAEE,
RH VAR ADEHEECEF AU T RESDDCEN TEET,

EDR Core WATCE}—'!DGPUARD WATCE)-E)GF;JARD WATECSS;ARD WAET\E?EEEAE%)

v |
BELIIIRN-ZANDI—T b v v v v
AN ZANT T =Y 2 Y —E RETE], BT, RI7H v v v
AEYRBEDI I T OISR v v v v
IURRA DY R v v v v
éﬁﬁ{\»f«‘zﬁf—t:‘l:iM‘F’;MﬁMlTRE ATTRCKICBEIC v v v
yEL T EN B ERIOMEH

KIFRI IV 1 T DRI T BF Ly UITE DV T LA LR v v
IDS. 774 74— b T/ 51 X v v v
Web7 59  FRHED T AUN—ZDURLTA L&Y v v v
STIX. YARA. I0C/L—IUICE S IUR R TOIRTR v
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Oone72754 7V AR.0nel\vT—IJDh—FIbEFa1U5T¢
Gy FH—RDAATME B DS o —HLETDHSDBERRE T[T I BERL T,
[STANDARD SUPPORT]. [BASIC SECURITY]. [TOTAL SECURITY |D3%1 7 5 RATHETT,

R

AT =TI IT7A T 4=

VPN

SD-WAN
TFOTAR—=5)*
RNERARABHE (IPS)
IV — 3l
Web D+ )LEFUT
KA —) L3ER

T—hOTAT7FOAIVA

RYNI—=T5 4 XA\

IRRVBIBEER (D /R Ry I R)
BRSO/ BINRRLAIT/ AR X

(ThreatSync:XDR)
DNSWatch
AVTUITURAV (AD**
EDRO7***
WatchGuard Cloud

OJF7—5FKUR—hT—5 &5

TOTAL SECURITY

Standard Support Basic Security
v v v
v v v
v v v
v v v
v v
v v
v v
v v
v v
v v
v
v
v
v
v
365H/30H 90H/1H

*Firebox T115-W, T20/T20-W, T25/T25-W, T35-RCIFTHIABLVEIF & B Ao M270. M370. M470, M570, M670, FireboxV. Firebox Cloud Cld:Total Security Suite hAZET Y
** Firebox T115-W. T20/T20-W, T25/T25-W. T35-RCIFZHIALEEIFEE Ao
** FireboxET JVIC K> THRIBHDELDET

IXTDWatchGuard Firebox>/U —XTl&. L\/{—FCD%E\E’%C*U% WETEIFE T o wrorovrssossevmemcsommramcsoss)

OStk#E

MRV —2 B

AR o

R

IntegratedfEE#R
HBIRT IS Vb
FIRWAN
YIRIUTvay

TFaUFTH—ER

Standard Support Service
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IP address BIDZT: 255 1w2, DynDNS, PPPoE, DHCP (B —/\. OS54 7 Ub—) / MILR—bk / VLANBR—k / RSUZAXRTPLUN/
ROYTAVE—R

H4FZWI)—F 425 (BGP.OSPF.RIPV1.2) / IKUY—R=2I—F4VT | TN AFF4w0 54 F 2w 11, IPSechS/\—1)b,

RUY—R—ZPAT /| NS T4wOYTAEVY & QoS : 8845+ 1—. DiffServ. modified strict queuing / J\—F )L IP (B —/\O—R/I\SVR) ¥
IATRASEUT A (POTATIINGV T T OTAT/POFATOSAEIVI) IVPNTTA JuA—I\/ R IVFWANT A JUA—/\/ JILFWANO—RINS VR /
UV OT IV —32(8023ad5 1A FZVD  RI T AV T ITAT/INvITYT) [ EHFEWANT A VA —I\ (TO—R/I\VRER TV I T oY U%ER)

802.11 a/b/g/n(T15-W).802.11 a/b/g/n/ac(T35-W, T55-W) %t

IRTOETIVHERLANICUTMEF 21U T HEEZ IR I DI DICHRIRT U EARA U NESR— / MACTAILEUVIZZB. IS4 T b
UiR—b Fv T T« TR—5 LI, 802.1XE85E. PCICHEEMLIERF+ 2/ BRULR—h

ITRTOETIVHEFEFEANDER T T/ A %58 F B WatchGuard Broadband ExtendZHik—I~ / —&B51 ORI INUSBZEHR—b

Application Control / Intrusion Prevention Service / WebBlocker / Gateway AntiVirus / APT Blocker / spamBlocker / Reputation Enabled Defense / ThreatSync /
DNSWatch / IntelligentAV

N—=ROITRE. VIR T7 7y T TN B R—b 7 S5-I —ERDEENFT .
BHEZNOY —ERIFTXTOET IV THRARIEE. ZIH5E:2485/365H (KEBRLURBISTEEERITDH)

(a1 —/ (DB, Firebox TISDTF TS5 7V ATIREATEE G Ao [bITSRYUY I EZE—EBDMEEEIS. Firebox TISTIZERTEE A
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Firebox T Series

EFIL

A =T e
FW Z)L—Twhk
VPN ZJL—Twh
AV Z2)L—Twk
IPS Z)L—TFwhk

UTM ZJL—Twh

AVF—TIA4R

/OAVH—TTA R
/—RE (LANIP)
BB (W5 )
FRtyYavH
VLAN B7R—h

VPN bRILEK
TSVFFT4R

E/INAIL

Access Point

REREEA/ 25

Tx/Rx ARU—Ly

RAREHS

TFalT«

T115-W

1.02 Gbps
640 Mbps
450 Mbps
375 Mbps

280 Mbps

3(10/100/1000)

1 Serial/1 USB-A 3.2
HIBRIEL
3,850,000
26,500

IR

T125/125-W

2.28 Gbps
1.44 Gbps
880 Mbps
725 Mbps

510 Mbps

1x2.5GbE, 4 x 1 GbE

1 Serial/2 USB-A 3.2
HIBRIEL
3,850,000
26,500

IR

10

10

2x2:2 OFDMA

6(AER)

T145/145-W

3.90 Gbps
1.94 Gbps
1.06 Gbps
1.03 Gbps

710 Mbps

1x2.5GbE, 4 x 1 GbE,

1 x SFP/SFP+

1 Serial/2 USB-A 3.2
HIBRIEL
3,850,000
26,500

FEHIR

25

25

T185

7.90 Gbps
2.20 Gbps
2.80 Gbps
2.40 Gbps

1.83 Gbps

4 x 1 GbE,
4x 2.5 GbE,
(2PoE+PSE, 802.3at)
1 X SFP/SFP+

1 Serial/2 USB-A 3.2
HIBRIEL
3,850,000
26,500

FEHIRR

100

100

AP230W

WatchGuard Solution Guide @

Wi-Fi 6 WPA3 BRUZNLEIDEFIUT + EBESEAR

12V/2A DC. 802.3at (PoE+)
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Firebox T Series

EFIL NV5 T25/T25-W T45/T45-POE/T45-W-POE
ZI—=Tyb &R

FW ZX)b—Twh 410 Mbps 3.14 Gbps 3.94 Mbps
VPN ZJL—Twh 200 Mbps 1.02 Gbps 1.58 Gbps
AV Z)L—Twk - 472 Mbps 874 Mbps
IPS Z)b—Twh - 525 Mbps 716 Mbps
UTM Z)L—TFwk - 403 Mbps 557 Mbps
AV5—TIA4R 3 5 5
/OAYF—TTAR 1 Serial /1 USB 1 Serial / 2 USB 1 Serial / 2 USB
/—R¥ (LAN IP) HIBRAEL HIBRAEL HIBRASL
B G5 1E) 73,000 1,300,000 3,850,000
FRtEyYavH 8,500 16,000 26,500
VLAN Hik—h 10 10 50

VPN bRV

TSUFAT4R 10 10 30
EINAIL 10 10 30

AP430CR

Access Point

AP332CR

ESH(IP675TI%)

T |

REREEA/ B

6(S4EBNI9)

Tx/Rx ARU—Ly

RAXEHS

FalF«
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WatchGuard Network Security Products @ssigs7czmim)

Firebox M Series

EFIL

A =T e
FW Z)L—Twhk
VPN ZJL—Twhk
AV Z)b—Twk
IPS Z)L—TFwk
UTM Z)L—Twk
AVIT—=TIA(RX
/IOAV5—=TIAR
/—R# (LANIP)
EIEsE T (R731E)
FRtEyYavH
VLAN H7R—bk
VPN bRIL#
ITSUFF TR

R=AC Ol

M295

7.90 Gbps

5.80 Gbps

3.00 Gbps

2.41 Gbps

1.85 Gbps

4x2.5Gb, 4x1Gb, 2xSFP+
1 Serial/2 USB-A 3.2

HIBRIEL

6,000,000
60,000

FEHIRR

100

100

M395

20.00 Gbps
8.10 Gbps
5.90 Gbps
4.50 Gbps

3.00 Gbps

2.5 Gbps RJ45 x 12, 1 Gbps SFP x 2,
10 Gbps SFP+ x

1 Serial/2 USB-A 3.2
HIBRIEL
6,000,000
124,000

FEHIRR

350

350

M495

37.00 Gbps
16.20 Gbps
6.30 Gbps
7.40 Gbps

6.30 Gbps

2.5 Gbps RJ45 x 12, 10 Gbps RJ45 x 2,
1 Gbps SFP x 2, 10 Gbps SFP+ x 2

1 Serial/2 USB-A 3.2
HPRIEL
6,000,000
152,000

IR

800

800

EFIA CPU 178 e VN
Small 2 2,000 400 50 50
Medium 4 4,000 1,500 600 300
Large 8 8,000 3,000 6,000 750
Xlarge 16 HIBRAEL HIBRIEL 10,000 1,500
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Firebox M Series

EFIL M595 M695
ZI—Tyh &S

FW Z)L—Twhk 43.00 Gbps 45.00 Gbps
VPN R )L—Twis 19.80 Gbps 23.20 Gbps

AV Z2)b—Tvk 7.60 Gbps 11.50 Gbps

IPS Z)Lb—Twk 9.40 Gbps 10.80 Gbps
UTM R JL—Twi 7.20 Gbps 10.20 Gbps
5212 SN TR SN
1OAV5—TIAR 1 Serial/2 USB-A 3.2 1 Serial/2 USB-A 3.2
/—R# (LANIP) HIRRIEL HIRRIEL
[EIRFES: U5 1E) 15,000,000 30,000,000
FiRtyavi 212,000 245,000
VLAN H7k—h FEHIRR FEHIRR

VPN hR)LE

TSVFFT4R 1,200 2,000
E/IAIL 1,200 2,000
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WatchGuard Network Security Products @ragigsoczmim)

Firebox M Series

.

Firebox M290/M390 Firebox M590/M690
£ M290 M390 M590 M690
ZI—Tyh R
FW ZX)b—Twk 5.8 Gbps 18 Gbps 20 Gbps 29.7 Gbps
VPN ZJL—Twhk 2.4 Gbps 5.2 Gbps 6.84 Gbps 10.0 Gbps
AV Z)L—Tyk 1.47 Gbps 3.1 Gbps 5.0 Gbps 6.2 Gbps
IPS Z)L—Twk 1.3 Gbps 3.3 Gbps 4.6 Gbps 5.8 Gbps
UTM R JL—"Twi 1.18 Gbps 2.4 Gbps 3.3 Gbps 4.6 Gbps
AVF—TIAR 8 8 8 8
/10OAV5—=TIA4R 1 serial /2 USB 1 serial /2 USB 1 serial / 2 USB 1 serial /2 USB
/—RE (LANIP) HIRREL HIRRIEL HIRRISL HIFRIEL
[EIRHES: RU51E) 3,500,000 4,500,000 6,000,000 15,000,000
FRtEyYavH 34,000 98,000 132,000 146,000
VLAN §7R—b 100 250 750 1,000
VPN h/r)L#
TSUFATAR 75 250 500 1000
E/IAIL 75 250 500 1,000

Firebox Cloud
E7IVE CPU 7 LR ey e
Small 2 2,000 400 50
Medium 4 4,000 1,500 600
Large 8 8,000 3,000 6,000
XLarge 16 HIBRZEL HIBRZEL 10,000

N RYND—=T4 V5 —T 1A ADWIFRIIRBIHESFLFT . VMware vSphereld10, Microsoft Hyper-VIZ8FE T 75 T E Y H—RLET .
[a] 774 ) \—K—&10GBase-SR/SWTzI&1000BASE-SXEL TBIET BT EDTEET .
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Firebox M Series

2x40Gb

Fiber

4x10Gb

Fiber

8x1Gb

" Fiber
Firebox M4800 Firebox M5800

EFIL M4800 M5800
A=y EHER
FW Z)L—Twk 49.6 Gbps 87.0 Gbps
VPN Z)L—Twh 16.4 Gbps 18.8 Gbps
AV Z)L—T vk 12.5 Gbps 22.0 Gbps
IPS 2=V (TIVRAFv2) 8.1 Gbps 12.5 Gbps
UTM Z)L—FY (TILAF+2) 6.8 Gbps 11.3 Gbps
A5 —T 14X 10/100/1000 8x1Gb 8x1Gb/4x10Gb
IO AV5—TIAR 1 Serial / 2 USB 1 Serial / 2 USB
/—R# (LAN IPs) HIBRIEL HIRRIEL
[EIRF T (R @) 15,000,000 30,800,000
Ry avH 254,000 328,000
VLAN H7R—bk 1,000 BRI L
VPN b )LE
Branch Office VPN 5,000 PR L
E/\1JLVPN 10,000 HIBRIEL
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FireboxtF+a1UF r{1kk

T7AT U4 —IVHERE

FIVr—2avToFy

EmRE

VolP

BFIUFTH—ER

TF=hOTAT7IF O

X — LR

WebZ1)L&UVT
IPS

FIVr—aVFIED
RIpa i)
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